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On January 6, 2021, rioters overcame police barricades and unlawfully entered the United States Capitol.\(^1\) In the weeks leading up to the attack on the Capitol, Facebook had been displaying ads for tactical gear and military equipment next to content that contained election misinformation.\(^2\) Facebook accounts that followed extremist content were targeted to receive these kinds of ads.

This is an example of microtargeting that enables companies and politicians alike to “deliver messaging to narrowly segmented audiences” using characteristics including “age, education, Zip code, income, relationship status, interests or political leanings.”\(^3\) In theory, microtargeting works because it allows advertisers to harness big data to target specific ads to users. There is some debate about whether microtargeting works and to what extent. On the one hand, there is evidence that microtargeting works in a commercial setting.\(^4\) For example, one study in a commercial setting found that ads targeted to a personality type could result in 40 percent more clicks.\(^5\) In a political setting, however, the evidence of the effectiveness of microtargeting
is largely anecdotal. One small study found that ad congruence to personality traits could improve a voters’ feelings toward a candidate, but did not change the propensity to vote.

Despite the mixed evidence about the effectiveness of microtargeting, political campaigns have embraced the strategy. For example, reporting in October 2020 found that Trump’s 2016 campaign determined that it could only win the state by persuading Hillary Clinton supporters to not come to the polls. Using big data, the campaign analyzed Black communities in Miami-Dade County, a heavily Democratic county, identifying wavering Hillary Clinton supporters. Over 50% of Black voters in Miami-Dade County were targeted for “deterrence.” Once identified, the campaign targeted these individuals with “deterrence” messages—advertisements “designed to convince them to lose faith in Clinton and not show up to the polls.” In Miami Gardens, a city in Miami-Dade County, overall voter turnout among “voters in the Trump data fell five percentage points, but it dropped almost seven percentage points for those labeled deterrence.”

Critics of microtargeting point to the practice as destructive for American democracy. The primary rationale is that microtargeting results in such a multitude of ads that are nearly impossible to track. According to disinformation experts, microtargeting in the political context “opens the door to distortions because no outside observer has a full view of the torrent of tailored messages being delivered.” Former Facebook security chief Alex Stamos has further explained the damage that might be caused by political microtargeting: “Instead of two Americas, you’re potentially looking at hundreds of thousands of Americas . . . I don’t think our democracy can survive that kind of Balkanization of the electorate.”

This point of view has been proffered by Federal Election Commissioner Ellen Weintraub as the rationale for limiting microtargeting of political advertisements. According to Weintraub, the ads are not seen by a large group, so they cannot be fact checked or countered. Commissioner Weintraub has stated that “counterspeech” is necessary to address lies in politics, and microtargeting of political advertisements has prevented that from happening. Weintraub stated that “[c]ounterspeech is most possible where a broad public can hear the speech and respond.”

In response to this relatively new technology (especially when compared to political ads in print or on television), Congress has been playing catch-up in regulating political ads on the internet. In 2020, two members of Congress introduced bills that would put restrictions on microtargeting political ads to fill the regulation vacuum. For example, Congresswoman Eshoo introduced the Banning Microtargeted Political Ads Act in May 2020. The bill would ban microtargeting except for within broad geographies including states, municipalities, and congressional districts, and only when an end user opts into receiving political ads.

Limiting microtargeting in political ads could lead to backlash from a constitutional perspective. There is a potential First Amendment argument that Congress would be
regulating political speech – sacred First Amendment ground. By regulating microtargeting, Congress would be regulating data. This implicates the question of whether data is speech – an unsettled matter. For example, University of Arizona professor Jane Bambauer has argued that data is speech, explaining that data in and of itself communicates by telling “a narrative just as effectively as prose.”

Instead of regulating microtargeting, Congress and the Biden Administration should pass The Honest Ads Act, which requires additional disclosures for political ads, including of who is paying for the spot, and would also require public files of election-related messages, along with additional steps to prevent foreign actors from purchasing political ads to influence American voters. The Honest Ads Act has passed in the House and has Facebook’s support. If Congress and the Biden Administration believe regulating political ads is a priority, it should take the path of least resistance.
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